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# Introduction

## Objectifs du document

Le présent document a pour objectif de décrire la procédure pour intégrer la sécurité de l’information dans la gestion de projet de [SOCIETE] pour veiller à ce que les risques de sécurité de l’information soient identifiés et traités dans le cadre du projet, quel que soit le type de projet concerné.

## Champs d’application

Ce document s’applique au domaine d’application du système de management de la sécurité de l’information [SOCIETE].

## Responsabilités

La responsabilité de l’application de cette procédure est sous la responsabilité XXXX.

## Référence documentaire

* Mise en application : XXXX
* Domaine d’applicabilité (Dda) : XXXX

## Références réglementaires

Dans le cadre de la conformité à l’article 25 du règlement général sur la protection des données (RGPD) - Règlement (UE) 2016/679 du Parlement européen et du Conseil du 27 avril 2016 [SOCIETE] à l’obligation de prendre en compte la protection des données dès la conception et par défaut.

## Procédure d’évolution et mise à jour

Toutes les évolutions de ce document sont soumises à l'approbation de responsable du SMSI et en accord avec les règles de gestion des informations documentées du SMSI.